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1. Objetivo

A politica de seguranca da informacdo e seguranca cibernética (“Politica de Seguranca da

Informacdo”) dispde sobre a recepc¢do, armazenamento e utilizacdo das informacdes
corporativas e pessoais disponibilizadas aos funciondrios da Augme Capital Gestdo de Recursos
Ltda. (“Augme”).

A Politica de Seguranca da Informacdo leva em consideracao diversos riscos e possibilidades
considerando o porte, perfil de risco, modelo de negécio e complexidade das atividades
desenvolvidas pela Augme.

A coordenacdo direta das atividades relacionadas a Politica de Seguranca ficard a cargo do
Diretor de Risco, que serd o responsavel inclusive por sua revisdo, realizacdo de testes e
treinamento dos Colaboradores, conforme descrito no Manual.

2. Principios

Essa Politica tem como objetivo definir os principios e diretrizes que visam a preservacdo da
seguranca da informacao, primando pela confidencialidade, integridade e disponibilidade.

A Augme pode alterar a qualquer momento, a seu exclusivo critério, os termos e condicées da
Politica de Seguranca, sendo obrigatdria sua verificagcdo periddica.

3. Objetivos da Seguranca da Informagao

(i) Confidencialidade: Garantir que as InformagGes Confidenciais sejam de conhecimento
exclusivo de pessoas especificamente autorizadas;

(ii) Integridade: Garantir que as informagdes sejam mantidas integras, sem modificagOes
indevidas, seja acidental ou proposital;

(iii) Disponibilidade: Garantir que as informacOes estejam disponiveis a todas as pessoas
autorizadas a trata-las.

4. Identificacdo de Riscos (Risk Assessment)

No ambito de suas atividades, a Augme identificou os seguintes principais riscos internos e
externos que precisam de protecao:

(i) Dados e Informacgdes: as Informagdes Confidenciais, incluindo informagoes a respeito de
investidores, clientes, Colaboradores e da prépria Augme, operagdes e ativos investidos
pelas carteiras de valores mobilidrios sob sua gestdo, e as comunicacles internas e
externas (por exemplo: correspondéncias eletrénicas e fisicas);

(i) Sistemas: informacBes sobre os sistemas utilizados pela Augme e as tecnologias
desenvolvidas internamente e por terceiros, suas ameagas possiveis e sua
vulnerabilidade;
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(iii) Processos e Controles: processos e controles internos que sejam parte da rotina das areas
de negbcio da Augme;

(iv) Governanga da Gestdo de Risco: a eficacia da gestdo de risco pela Augme quanto as
ameacas e planos de acao, de contingéncia e de continuidade de negdcios.

Ademais, no que se refere especificamente a seguranca cibernética, a Augme identificou as
seguintes principais ameacas, nos termos inclusive do Guia de Ciberseguranca da ANBIMA:

(i) Malware: softwares desenvolvidos para corromper computadores e redes (tais como:
Virus, Cavalo de Troia, Spyware, e Ransomware);

(i) Engenharia social: métodos de manipulagdo para obter Informagdes Confidenciais
(Pharming, Phishing, Vishing, Smishing, e Acesso Pessoal);

(iii) Ataques de DDoS (distributed denial of services) e botnets: ataques visando negar ou
atrasar o acesso aos servigos ou sistemas da instituicao;

(iv) InvasGes (advanced persistent threats): ataques realizados por invasores sofisticados,
utilizando conhecimentos e ferramentas para detectar e explorar fragilidades especificas
em um ambiente tecnolégico.

Com base no disposto acima, a Augme avalia e define um conjunto de procedimentos
preventivos, que objetivam a mitigacdo ou mesmo a eliminagdo do risco do uso indevido de
informacdes, assim como a invasdo do ambiente fisico e/ou virtual da Augme.

5. Procedimentos Preventivos

5.1 Ag¢Ges de Prevencgao e Protegao

Apds a identificagdo dos riscos, a Augme adota medidas para proteger suas informagdes
confidenciais, a saber:

(i) Uso restrito a Colaboradores, e ndo devem ser divulgadas a terceiros;

(i) Controle sobre o ciclo de vida da Informacao Confidencial: inicio até a destrui¢do, quando
for o caso;

(iii) Processos e controles sobre os meios fisicos e virtuais que contém informagdes
confidenciais;

(iv) Procedimentos para guarda e manutencdo de informacdes e dados;

5.2. Utilizacdo de equipamentos e sistemas

Computadores, redes e sistemas da instituicdo sdo recursos disponiveis ao Colaborador para
atividades de sua fungao.

Equipamentos pessoais de Colaboradores, como computadores moéveis e midias de
armazenamento removivel, dentre outros, ndo podem ser utilizadas para guarda ou
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transferéncia de informacgdes confidenciais da Augme, salvo necessidade para realizacdao de
suas fungoes.

A utilizacdo dos ativos e sistemas da Augme — incluindo computadores, telefones, acesso a
internet, e-mail corporativo, plataformas aprovadas pelo Compliance para mensagens
instantaneas (como o Microsoft Teams) e demais dispositivos — destina-se prioritariamente
ao desempenho das atividades profissionais.

Todas as informacgdes contidas nos equipamentos e sistemas da Augme sdo de propriedade da
empresa.

Mesmo prezando pela privacidade de cada Colaborador, alguns procedimentos investigativos
que precisem ser instaurados para manter os interesses da organiza¢do ou por determinagdo
judicial, podem requerer rastreamento e verificacdo de documentos e sistemas. Portanto,
recomenda-se evitar manter arquivos pessoais armazenados nos recursos da empresa.

E responsabilidade do Colaborador zelar pelos aparelhos e equipamentos disponibilizados,
bem como manter o controle sobre a seguranca das informacdes armazenadas ou
disponibilizadas nos equipamentos que estdo sob sua responsabilidade.

5.3 Uso de senhas

As senhas de acesso devem receber o mesmo nivel de protegdo atribuido a quaisquer outras
credenciais utilizadas rotineiramente. A Augme adota mecanismos de controle destinados a
garantir a utilizacdo segura de senhas. Para reforgar essa protecdo, aplicam-se as diretrizes
abaixo:

I E vedado divulgar ou compartilhar senhas com terceiros, independentemente da fungdo

ou nivel de acesso;

Il. E desaconselhada a reutilizagdo de senhas antigas ou a utilizagio da mesma senha em
diferentes sistemas

M. E proibido registrar senhas em arquivos digitais ou em anotacdes fisicas suscetiveis de
acesso por pessoas ndo autorizadas;

V. Deve-se assegurar que o processo de digitacdo de senhas ocorra sem a possibilidade de
observagdo por terceiros;

V. As senhas devem ser imediatamente alteradas sempre que houver suspeita de
comprometimento, devendo o fato ser comunicado a drea de Compliance;

VI. Devem ser realizadas alteragdes periddicas de senhas, conforme politicas internas e
requisitos dos sistemas;
VIl.  As senhas devem seguir critérios minimos de complexidade, incluindo combinag¢des de
letras, nUmeros e caracteres especiais;
VIII. Sempre que disponibilizada, a autenticagdo multifator (MFA) deve ser habilitada para

reforgar a segurancga das credenciais.
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A fim de fortalecer a cultura de gestdao de senhas, a Augme disponibiliza aos seus
Colaboradores um cofre de senhas corporativo, que permite armazenar credenciais de forma
segura, reduzir o risco de vazamentos e facilitar o uso de senhas fortes e exclusivas.

Adicionalmente, o Colaborador podera ser responsabilizado caso disponibilize a terceiros suas
credenciais de acesso individuais — incluindo login e senha — para quaisquer fins, excetuadas
as situacoes formalmente autorizadas pela area competente.

5.4 Mesa Limpa

Informagdes em papel deixadas sobre mesas e em armarios de acesso publico podem
comprometer a seguranca e permitir a perda de sua confidencialidade.

Sempre que se ausentar da estacdo de trabalho, o usudrio é orientado a bloquear seu
computador com senha.

5.5 Utilizacdo de Internet e correio eletronico

A Augme oferece acessos a Internet e ao correio eletronico a seus Colaboradores, de maneira
gue possam exercer suas atividades com eficiéncia. Estes recursos devem ser utilizados
considerando os principios corporativos de responsabilidade, respeito e profissionalismo.

A conexdo da instituicdo a Internet estd sujeita a diversos riscos, inerentes a esse processo.
Portanto, cada usuario deve estar consciente de que sua estagao de trabalho, possuindo este
tipo de acesso, também tem sua parcela de contribui¢cao para manter o nivel de seguranga da
organizagdo. E solicitado maxima atenc3o aos tipos de sites em que navega na Internet e,
também, as mensagens eletronicas que envia, uma vez que todas as acGes que realizamos,
fazemos em nome da Augme.

(i) N&o acesse sites ou arquivos, tampouco responda ou envie mensagens eletrénicas de
conteudo que possa afetar a moral pessoal e da organizagao;

(i) N&o envie mensagens ou acesse sites que afetem a produtividade de sua funcao;

(iii) Verifique as opg¢des de segurancga disponiveis no site visitado;

(iv) Antes de responder ou enviar uma mensagem, verifique o nome do remetente e
destinatario. Tenha especial cuidado com mensagens de contetudo confidencial para que
ndo sejam enviadas para destinatarios indevidos;

(v) N&o leia mensagens de origem desconhecidas, com nome de remetentes ou titulos
estranhos. Apague-as imediatamente;

(vi) Ndo execute programas ou abra arquivos que ndo sdo esperados, mesmo que sejam
provenientes de origem conhecida ou aparentemente inofensivos;

(vii) Ndo envie mensagens contendo anexos que nao foram incluidos intencionalmente por
VOCE; e
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(viii) Figue atento a sua estacdo de trabalho e avise a area de Seguranca da Informacdo e ao
seu gestor quando houve suspeitas de infec¢ao de virus.

5.6 Utilizagdo de computagdao movel

A atencdo para computador mével deve ser redobrada, principalmente quando transportado.

(i) Procure utilizar cofres em hotéis e outros lugares seguros;

(i) N&o abandone o equipamento dentro de veiculos e trate-o como equipamento sensivel
quando fizer viagens aéreas, carregando-o como bagagem de mao;

(iii) Evite aparentar que transporta um notebook e outros recursos em locais publicos;

(iv) Se for utilizar o equipamento internamente, tranque-o quando estiver longe de seu lugar
de trabalho;

(v) Evite armazenar informagbes confidenciais no equipamento moével e sempre utilize
software de seguranca especial para proteger o equipamento.

5.7 Utilizacdo de Programas de Mensagens Instantaneas

A utilizacdo de programas de “mensagens instantaneas” pode prejudicar a seguranca da
informacdo da instituicdo por ser uma ferramenta que facilita o envio e recebimento de dados,
informacGes e documentos por vezes ndo autorizados. Além disso, a empresa fica mais exposta
ao recebimento de virus que podem causar a perda parcial ou total do equipamento.

O meio de comunica¢do formal é sempre via e-mail, sistemas de mensagem instantanea
aprovados (Microsoft teams) ou ligagdo gravada. Qualquer outro canal de comunicagdo nao
serd tratado um canal formal.

5.8 Wireless

A Augme disponibiliza acesso a uma rede Wireless que esta separada da rede local, esta rede
fornece aos Colaboradores acesso a internet. Para ter este acesso a internet por meio deste
dispositivo o Colaborador deve solicitar a senha com a area de Seguranga da Informacao.

A rede wireless para acesso a internet disponibilizada pela Augme é criptografada e protegida
por senha, seguindo as boas praticas de seguranca.

5.9 Dispositivos Removiveis

Os dispositivos mdveis ndo estdo habilitados. Caso necessario a utilizacdo de midias de
armazenamento como pendrive e dispositivos similares para transporte de informagdes da
organizagao, o usuario devera obter autoriza¢do junto a drea de Compliance, que somente
vigorard até que se tenha efetuado a transferéncia dos dados solicitados.

Vers3o: 52 Atualizado: Jan/2026
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Ao efetuar a transferéncia para o dispositivo, fica definido que as informacgdes transportadas
passam a ser de responsabilidade do solicitante. Caso a pessoa queira copiar informacdes do
dispositivo para a rede, as informacgdes poderdo sofrer inspecao para garantir a seguranca e a
integridade das informagdes.

5.10 Admissdao e Demissdo de Funcionarios

O responsavel pelo recrutamento e selecio de Colaboradores deve informar a area de
Seguranca de Informacdo, toda e qualquer movimentacdo de tempordrios, estagidrios, e
admissdo/demissdo de funcionarios, para que os mesmos possam ser cadastrados ou excluidos
no sistema da Augme. Esse cadastramento inclui o fornecimento de sua senha ("password") e
registro do seu nome como usudrio no sistema. Cabe ao responsdvel pela contratacdo a
definicdo e a comunicacdo ao Suporte de IT sobre os acessos virtuais ao qual o Colaborador
terd. No caso de desligamento, o RH devera comunicar o fato o mais breve possivel ao Suporte
de IT para que o Colaborador tenha seus acessos fisico, a rede e sistemas bloqueados.

5.11 Acesso Remoto

A Augme permite o acesso remoto pelos Colaboradores, de acordo com a seguinte regra: a
todos os Colaboradores, conforme requisi¢do por estes e autorizagao da drea de Compliance,
sendo que os Colaboradores autorizados serao instruidos a:

(i) Manter a utilizagdo apenas em dispositivos que requeiram a inclusdo de login e senha
previamente ao acesso;

(i) Manter softwares de protecdo contra malware/antivirus nos dispositivos remotos;

(iii) Relatar ao Diretor de Compliance/PLDFT qualquer violacdo ou ameaga de seguranca
cibernética ou outro incidente que possa afetar informag¢des da Augme e que ocorram
durante o trabalho remoto; e

(iv) Na&o armazenar Informagdes Confidenciais ou sensiveis em dispositivos pessoais.

5.12 Controle de Acesso

O acesso pelos Colaboradores nas dependéncias da Augme é realizado por meio de biometria.
E terminantemente proibido que o Colaborador facilite ou permita o acesso de pessoas ndo
autorizadas as dependéncias da Augme.

O acesso a rede de informagdes eletronicas conta com a utilizagdo de servidores exclusivos na
nuvem, que ndo poderdo ser compartilhados com outras empresas responsdveis por
diferentes atividades no mercado financeiro e de capitais.

Tendo em vista que a utilizagdo de computadores, internet, e-mail e demais aparelhos se
destina exclusivamente para fins profissionais, como ferramenta para o desempenho das
atividades dos Colaboradores, a Augme monitora a utilizacao de tais meios.
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5.13 Firewall, Software, Varreduras e Backup

A Augme utiliza um hardware de firewall projetado para evitar e detectar conexdes nao
autorizadas e incursdes maliciosas. O Diretor de Risco sera responsavel por determinar o uso
apropriado de firewalls (por exemplo, perimetro da rede).

A Augme mantera protecdo atualizada contra malware nos seus dispositivos e software
antivirus projetado para detectar, evitar e, quando possivel, limpar programas conhecidos que
afetem de forma maliciosa os sistemas da empresa (por exemplo, virus, worms, spyware).
Serdo conduzidas varreduras semanalmente para detectar e limpar qualquer programa que
venha a obter acesso a um dispositivo na rede da Augme.

A Augme utilizarda um plano de manutencdo projetado para guardar os seus dispositivos e
softwares contra vulnerabilidades com o uso de varreduras e patches. O Diretor de Risco sera
responsdvel por patches regulares nos sistemas da Augme e devera enviar mensalmente
relatério ao Diretor de Compliance/PLDFT.

A Augme mantera e testard regularmente medidas de backup consideradas apropriadas pelo
Diretor de Risco. As informacdes da Augme sdo atualmente objeto de backup didrio com o uso
de computagdo na nuvem.

5.14 Monitoramento e Testes

O Diretor de Compliance/PLDFT (ou pessoa por ele incumbida) adotara as seguintes medidas
para monitorar determinados usos de dados e sistemas em um esforgo para detectar acessos
ndo autorizados ou outras violagbes potenciais. Tais medidas poderdo ser realizadas
periodicamente, conforme critérios definidos internamente, ou sempre que houver decisdo da
administracdo ou suspeita de comprometimento, violacdo ou risco relevante.

(i) Devera monitorar, por amostragem, o acesso dos Colaboradores a sites, blogs, fotologs,
webmails, entre outros, bem como os e-mails enviados e recebidos;

(ii) Devera monitorar, por amostragem, as ligacGes telefénicas dos seus Colaboradores
realizadas ou recebidas por meio das linhas telefonicas disponibilizadas pela Augme para
a atividade profissional de cada Colaborador, especialmente, mas nao se limitando, as
ligacOes da equipe de atendimento e da mesa de operagcao da Augme; e

(iii) Devera verificar, por amostragem, as informacgdes de acesso ao espac¢o do escritério, a
desktops, pastas e sistemas, de forma a avaliar sua aderéncia as regras de restricdo de
acesso e escalonamento.

O Diretor de Compliance/PLDFT podera adotar medidas adicionais para monitorar os sistemas
de computacdo e os procedimentos aqui previstos para avaliar o seu cumprimento e sua
eficacia.
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5.15 Plano de Identificagcdo e Resposta

Qualquer suspeita de infeccao, acesso ndo autorizado, outro comprometimento da rede ou
dos dispositivos da Augme (incluindo qualquer violagdo efetiva ou potencial), ou ainda no caso
de vazamento de quaisquer Informagdes Confidenciais, mesmo que de forma involuntaria,
devera ser informada pelo Diretor de Risco ao Diretor de Compliance/PLDFT prontamente. O
Diretor de Compliance/PLDFT e Diretor de Risco determinardo quais membros da
administracdo da Augme e, se aplicdvel, de agéncias reguladoras e de seguranca publica,
deverao ser notificados.

Ademais, o Diretor de Compliance/PLDFT e Diretor de Risco determinardo quais clientes ou
investidores, se houver, deverdo ser contatados com relagdo a violagao.

O Diretor de Compliance/PLDFT com auxilio do Diretor de Risco responderd a qualquer
informacdo de suspeita de infeccdo, acesso ndo autorizado ou outro comprometimento da
rede ou dos dispositivos da Augme de acordo com os critérios abaixo:

(i) Avaliagdo do tipo de incidente ocorrido (por exemplo, infec¢do de malware, intrusdo da
rede, furto de identidade), as informacgGes acessadas e a medida da respectiva perda;

(ii) Identificagdo de quais sistemas, se houver, devem ser desconectados ou de outra forma
desabilitados;

(iii) Determinacdo dos papéis e responsabilidades do pessoal apropriado;

(iv) Avaliacdo da necessidade de recuperacdo e/ou restauragdo de eventuais servicos que
tenham sido prejudicados;

(v) Avaliagdo da necessidade de notificacdo de todas as partes internas e externas
apropriadas (por exemplo, clientes ou investidores afetados, seguranca publica);

(vi) Avaliagdo da necessidade de publicacido do fato ao mercado, nos termos da
regulamentacdo vigente, (por exemplo: em sendo Informagdes Confidenciais de fundo de
investimento sob gestdo da Augme, a fim de garantir a ampla disseminagdo e tratamento
equanime da Informagdo Confidencial); e

(vii) Determinagdo do responsavel (ou seja, a Augme ou o cliente ou investidor afetado) que
arcara com as perdas decorrentes do incidente. A defini¢do ficara a cargo do Comité de
Compliance, apdés a condug¢do de investigacdo e uma avaliagio completa das
circunstancias do incidente.

5.16 Protecdo de Dados Pessoais

A Augme estd comprometida em preservar a privacidade de Dados Pessoais e de Dados
Sensiveis que forem coletados ou aos quais tiver acesso em fung¢do do uso do seu site ou por
conta do desempenho de suas atividades e com o cumprimento das leis e regulamentos em
vigor. Por conta disso, estabeleceu, as diretrizes, principios e regras previstas nesta Politica, as
quais servirdo de guia para a coleta, registro, processamento, armazenamento, uso,
compartilhamento e elimina¢do de dados pessoais, fornecendo o arcaboucgo para o correto
tratamento e protec¢do dos dados pessoais em seu poder.
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Essas diretrizes, principios e regras se aplicam a todos os Colaboradores da Augme, e englobam
os dados pessoais que se encontrem armazenados em qualquer meio, e abrangem toda e
qualguer forma de tratamento que possa ser empregada e esteja disponivel para a Gestora.

Quaisquer dados pessoais de terceiros eventualmente acessados pela Augme em razao da
titularidade de titulos de crédito ou instrumentos similares sdo armazenados em ambiente
segregado, com controles de seguranca reforcados, isolado dos demais sistemas internos e
acessivel exclusivamente aos Colaboradores que detenham necessidade estritamente
justificada de acesso para a execucdo de suas fungbes. O tratamento desses dados segue os
mesmos padrdes de confidencialidade, integridade e disponibilidade previstos nesta Politica,
assegurando que o acesso seja sempre proporcional, registrado e limitado ao minimo
necessario.

Vale ressaltar que todo o tratamento de dados pessoais feito pela Augme esta pautado nos
requisitos Lei Geral de Protecdo de Dados. Dessa maneira, o tratamento de Dados Pessoais
Sensiveis somente podera ocorrer nas seguintes hipoteses:

(i) Quando o titular consentir, de forma especifica e clara, para finalidades especificas;
(i) Sem fornecimento de consentimento do titular, nas hipoteses em que for indispensavel
para:

a) Cumprimento de obrigacdo legal ou regulatdria pelo controlador;

b) Tratamento compartilhado de dados necessdrios a execuc¢do, pela administracao
publica, de politicas publicas previstas em leis ou regulamentos;

c) Realizacdo de estudos por 6rgdo de pesquisa, garantida, sempre que possivel, a
anonimizag¢do dos dados pessoais sensiveis;

d) Exercicio regular de direitos, inclusive em contrato e em processo judicial,
administrativo e arbitral;

e) Protecgdo da vida ou da incolumidade fisica do titular ou de terceiros;

f) Tutela da saude, exclusivamente, em procedimento realizado por profissionais de
saude, servigcos de salde ou autoridade sanitaria; ou

g) Garantia da prevencdo a fraude e a seguranca do titular, nos processos de
identificacdo e autentica¢do de cadastro em sistemas eletrénicos, resguardados os
direitos mencionados na Lei Geral de Prote¢do de Dados e exceto no caso de
prevalecerem direitos e liberdades fundamentais do titular que exijam a protecdo dos
dados pessoais.

Principios Norteadores:

A Augme compromete-se a obter dados pessoais de maneira justa e legal, e suas a¢des serao
norteadas no principio da boa-fé e nos principios abaixo, os quais estdo elencados no art. 62
da Lei 13.709/2018:




Informagdo e  Seguranga

Nome: Politica de Seguranca da | Adotado: Jan/2019

gl l Ie Cibernética

| - finalidade: realizacdo do tratamento para propdsitos legitimos, especificos,
explicitos e informados ao titular, sem possibilidade de tratamento posterior de
forma incompativel com essas finalidades;

Il - adequagdo: compatibilidade do tratamento com as finalidades informadas ao
titular, de acordo com o contexto do tratamento;

Il - necessidade: limitacdo do tratamento ao minimo necessario para a realizacdo de
suas finalidades, com abrangéncia dos dados pertinentes, proporcionais e nao
excessivos em relacdo as finalidades do tratamento de dados;

IV - livre acesso: garantia, aos titulares, de consulta facilitada e gratuita sobre a forma
e a duracdo do tratamento, bem como sobre a integralidade de seus dados pessoais;

V - qualidade dos dados: garantia, aos titulares, de exatidao, clareza, relevancia e
atualizacdo dos dados, de acordo com a necessidade e para o cumprimento da
finalidade de seu tratamento;

VI - transparéncia: garantia, aos titulares, de informag¢Ges claras, precisas e
facilmente acessiveis sobre a realizagdao do tratamento e os respectivos agentes de
tratamento, observados os segredos comercial e industrial;

VIl - seguranga: utilizagdo de medidas técnicas e administrativas aptas a proteger os
dados pessoais de acessos ndo autorizados e de situagdes acidentais ou ilicitas de
destruicdo, perda, alteracdo, comunicac¢do ou difusao;

VIII - prevencdo: adocdo de medidas para prevenir a ocorréncia de danos em virtude
do tratamento de dados pessoais;

IX - ndo discriminagdo: impossibilidade de realizagdo do tratamento para fins
discriminatorios ilicitos ou abusivos;

X - responsabilizacdo e presta¢do de contas: demonstragao, pelo agente, da adogdo
de medidas eficazes e capazes de comprovar a observancia e o cumprimento das
normas de protecdo de dados pessoais e, inclusive, da eficacia dessas medidas.

Direitos:
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Em respeito aos direitos fundamentais de liberdade, de intimidade e de privacidade, e,
ainda, ao disposto no art. 18, da Lei 13.709/2018, o titular dos dados pessoais tem direito
de solicitar a Augme, em relacdo aos seus dados, a qualquer momento e mediante
requerimento expresso o quanto segue abaixo. Todavia o seu exercicio em face da Augme
deve ser analisado em cada caso concreto.

a) confirmacdo de existéncia de tratamento;
b) acesso aos dados;
c) corre¢do de dados incompletos, inexatos ou desatualizado;

d) anonimizagdo, bloqueio ou eliminacdo de dados desnecessarios, excessivos ou
tratados em desconformidade com o disposto na Lei 13.709/2018;

e) portabilidade dos dados a outro fornecedor de servigo ou produto, mediante
requisicdo expressa, de acordo com a regulamentacdo da autoridade nacional,
observados os segredos comercial e industrial;

f) elimina¢do dos dados pessoais tratados com o consentimento do titular, exceto
em determinadas situacGes e respeitados os limites técnicos das atividades,
conforme determinado na Lei;

g) informagdo das entidades publicas e privadas com as quais o controlador
realizou uso compartilhado de dados;

h) informacao sobre a possibilidade de ndo fornecer consentimento e sobre as
consequéncias da negativa; e

i) revogacdo do consentimento, nos termos da Lei.

A Augme disponibiliza canal de comunicacdo, através do endereco dpo@augme.com, por
meio do qual o seu Encarregado pelo Tratamento de Dados Pessoais, o Sr. Fabio Guilhon
Chung, recebera quaisquer requisi¢des, solicitagdes, comunicacbes e/ou manifestagdes dos
titulares de dados pessoais para exercicio dos direitos estipulados na Lei Geral de Protegao
de Dados em consonancia a sua Politica de Privacidade. O Encarregado pelo Tratamento de
Dados Pessoais, também conhecido como Data Protection Officer (DPO), é o responsavel
por auxiliar os controladores de dados pessoais em relagdo ao cumprimento de suas
obrigacOes legais referentes a privacidade. Dessa forma, o DPO atua como uma ponte entre
a Augme, os titulares dos dados (pessoas fisicas) e a Autoridade Nacional de Prote¢do de
Dados (ANPD).

Periodo de Armazenamento dos Dados Pessoais:

Os dados pessoais serdo armazenados pela Augme durante o periodo de tempo necessario
para o atingimento dos objetivos para os quais foram coletados. Porém, este periodo
podera ser ampliado para o cumprimento de obrigacdo legal, regulatéria ou contratual.
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Cooperacdo com Autoridades:

A divulgacdo de dados pessoais para o cumprimento de lei, determinacdo judicial,
regulatdria ou de 6rgdao competente ao qual a Augme estiver sujeita somente ocorrerd nos
estritos termos e nos limites requeridos para o cumprimento da obrigacao, sendo que os
titulares dos dados, na medida do possivel e desde que ndo configure infracao,
inadimplemento ou cause prejuizo a Augme, serdo notificados sobre tal divulgacao, para
gue tomem as medidas apropriadas.

Adicionalmente, a Augme cooperara com a ANPD em qualquer problema em relacdo a
protecdo de dados e dentro dos limites previstos na Lei e nas demais regulamentacGes
sobre a matéria, porém sem renunciar a quaisquer defesas e/ou recursos disponiveis.

Governanca:

As matérias relacionadas aos dados pessoais, dados sigilosos e aos tratamentos destes
serdo apresentados pelo DPO para deliberacdo no Comité de Gestdo de Riscos e de
Compliance.

Obrigacdo de Reporte:

Os Colaboradores estdo obrigados a comunicar imediatamente ao DPO sobre toda e
qualquer suspeita ou indicio de evento que possa ter comprometido os dados pessoais de
posse da Augme para a devida apuracdo. Caso necessario, o DPO notificard, em prazo
compativel com a severidade do evento, a ANPD.

Registro de Eventos:

Os eventos reportados que tenham sido apurados e tiverem resultado no
comprometimento de dados pessoais serdo registrados no Relatério de Controles Internos
e no Relatério de Impacto a Protecdo de Dados Pessoais, inclusive de dados sensiveis, nos
termos do artigo 38 da Lei Geral de Prote¢ao de Dados.

5.17 Arquivamento de Informacdes
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De acordo com o disposto nesta Politica de Seguranca da Informacdo, os Colaboradores
deverdo manter arquivada toda e qualquer informacdo, bem como documentos e extratos que
venham a ser necessdrios para a efetivacao satisfatdria de possivel auditoria ou investigacao
em torno de possiveis investimentos e/ou clientes suspeitos de corrupgdo e/ou lavagem de
dinheiro pelo prazo de 5 (cinco) anos ou superior, nas hipéteses exigidas pela legislacdo e

regulamentacao em vigor.
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5.18 Treinamento

A area de Compliance organizara treinamento anual dos Colaboradores com relagao as regras
e procedimentos acima, sendo que tal treinamento poderd ser realizado em conjunto com o
treinamento anual de Compliance, descrito no Cédigo de Etica e Conduta.

6. Revisdo da Politica

O Diretor de Risco deverd realizar uma revisdao desta Politica de Seguranga da Informacéo a
cada vinte e quatro meses, para avaliar a eficacia da sua implantacdo, identificar novos riscos,
ativos e processos e reavaliando os riscos residuais, devendo submeter a aprovagdo da nova
politica a aprovacao do Comité de Compliance.

A finalidade de tal revisdo sera assegurar que os dispositivos aqui previstos permanegam
consistentes com as operacées comerciais da Augme e acontecimentos regulatérios
relevantes.




